**Every Thing U Need To Know About Hacking.**

**IP Information/IP Hacking**

**What is a IP Address?** An IP address is a fascinating product of modern computer technology designed to allow one computer (or other digital device) to communicate with another via the Internet. IP addresses allow the location of literally billions of digital devices that are connected to the Internet to be pinpointed and differentiated from other devices. In the same sense that someone needs your mailing address to send you a letter, a remote computer needs your IP address to communicate with your computer.

**How to figure out your IP or someone else's IP information**

You want to use a IP tracking website like the ones listed below!

[**http://www.ip-tracker.org/**](http://www.ip-tracker.org/)

[**http://www.ipgeek.net/**](http://www.ipgeek.net/)

[**http://www.whatsmyip.org/**](http://www.whatsmyip.org/)

**How to get someone’s IP Address**

There are three main methods of retrieving someone’s IP and it depends on the situation. The three methods are using a resolver, Network scanning software, or using a IP Logger! Like I said earlier you must use the right source for the right situation. For example, you would want to use a software like **Cain and Abel** for scanning IP’s through your gaming system to find the target’s IP Address if they are in a lobby or match with you. I will list different websites down below and please feel free to research a website or program if you want a better understanding of its purpose!

**Method 1 - Resolvers (This method is outdated for resolving Skype IP’s!)**

[**http://skresolver.com/**](http://skresolver.com/)

[**http://mostwantedhf.info/**](http://mostwantedhf.info/)

[**http://skypegrab.net/**](http://skypegrab.net/)

**Method 2 - Network Scanning Tools**

[**http://www.oxid.it/cain.html**](http://www.oxid.it/cain.html)

[**https://www.wireshark.org/**](https://www.wireshark.org/)

[**https://nmap.org/**](https://nmap.org/)

**Method 3 - IP Loggers**

[**http://grabify.link/**](http://grabify.link/)

[**http://blasze.com/**](http://blasze.com/)

[**http://iplogger.org/**](http://iplogger.org/)

**What can you do with someone’s IP once you have it?**

Well you should first off find the IP information of the person’s city and address to see more about them.. When you have someone’s IP you can do a DDoS attack which can bring down their whole internet if powerful enough. You can also paste their IP in a bin for others to see, or you can dox them to find further information.

**DoS/DDoS Attacks**

**What is a DoS or DDoS attack?**

DDoS is short for Distributed Denial of Service. DDoS is a type of DOS attack where multiple compromised systems, which are often infected with a Trojan, are used to target a single system causing a Denial of Service (DoS) attack.

**How to perform a DoS or DDoS Attack on Someone?**

Well there are different types of stressers/booters out there that you can choose from. I would strongly recommend making your own Botnet for the best of stressing power. There are putty booters, botnets, booters, web based stressers, and more that you can choose from. I will have a list of sources below to choose from depending on your opinion!

**Putty Booters**

[**https://www.youtube.com/watch?v=kfelA1W7N4c**](https://www.youtube.com/watch?v=kfelA1W7N4c)

[**https://www.youtube.com/watch?v=zZLIEVljKYg**](https://www.youtube.com/watch?v=zZLIEVljKYg)

[**http://503.atwebpages.com/**](http://503.atwebpages.com/)

**(These are just random picks of people who are selling Putty Booters. Please be careful before purchasing from someone so that you don’t get scammed by them!)**

**Botnets**

[**https://www.youtube.com/watch?v=Ast9bxiDVz0**](https://www.youtube.com/watch?v=Ast9bxiDVz0)

[**https://www.youtube.com/watch?v=aQbbV9VViRM**](https://www.youtube.com/watch?v=aQbbV9VViRM)

[**https://luminosity.link/**](https://luminosity.link/) **(There is a DDoS Panel within this Ratting Software!)**

[**http://bestbotnet.blogspot.com/2013/08/zeus-complete-tutorial-building-bot.html**](http://bestbotnet.blogspot.com/2013/08/zeus-complete-tutorial-building-bot.html)

**Booters (These are free but are very weak if used by just yourself!)**

[**https://sourceforge.net/projects/loic/**](https://sourceforge.net/projects/loic/)

[**https://sourceforge.net/projects/udpunicorn/**](https://sourceforge.net/projects/udpunicorn/)

**Web Based Stressers**

[**http://exostress.in/login.php?ref=isr**](http://exostress.in/login.php?ref=isr) **(My favorite one to use! Pretty cheap and good servers!)**

[**http://networkstresser.com/login.php**](http://networkstresser.com/login.php)

[**http://onlinenet.xyz/**](http://onlinenet.xyz/) **(Still in developement but the prices are very cheap!)**

[**https://vdos-s.com/**](https://vdos-s.com/) **(Not Cheap but very hard hitting servers!)**

**Doxing**

**What is doxing?**

Doxing is the search for and publish private or identifying information about (a particular individual) on the Internet, typically with malicious intent.

**How can doxing be helpful?**

Knowing how to dox someone can be a very handy skill for anyone. If you lost touch with a out of state friend or you need to find someone’s phone number or etc then you can use doxing to find that information. Doxing is used by law enforcement and isn’t illegal but what you do with the person’s information can make doxing illegal.

**Doxing Tutorials/Sources**

[**https://ctrlaltnarwhal.wordpress.com/2012/10/21/how-to-dox-anyone/**](https://ctrlaltnarwhal.wordpress.com/2012/10/21/how-to-dox-anyone/) **(Doxing Tutorial)**

[**https://www.facebook.com/permalink.php?id=376357029151762HYPERLINK "https://www.facebook.com/permalink.php?id=376357029151762&story\_fbid=376361642484634"&HYPERLINK "https://www.facebook.com/permalink.php?id=376357029151762&story\_fbid=376361642484634"story\_fbid=376361642484634**](https://www.facebook.com/permalink.php?id=376357029151762&story_fbid=376361642484634)

[**htHYPERLINK "http://www.whitepages.com/"tp://www.whitepages.com/**](http://www.whitepages.com/)

[**http://www.spokeo.com/**](http://www.spokeo.com/)

[**https://www.beenverified.com/**](https://www.beenverified.com/)

[**https://www.google.com/**](https://www.google.com/) **(This is actually a very powerful search engine to search phone numbers, names, and etc! Plus it is free to use!)**

[**https://www.leakedsource.com/**](https://www.leakedsource.com/) **(Not cheap but this website is a very super powerful doxing website!)**

**VPN/Proxies**

**What is a VPN?**

VPN, or virtual private network, is a network that is constructed by using public wires — usually the Internet — to connect to a private network, such as a company's internal network. There are a number of systems that enable you to create networks using the Internet as the medium for transporting data.

**What is a Proxy?**

A proxy or proxy server is basically another computer which serves as a hub through which internet requests are processed. By connecting through one of these servers, your computer sends your requests to the proxy server which then processes your request and returns what you were wanting. In this way it serves as an intermediary between your home machine and the rest of the computers on the internet. Proxies are used for a number of reasons such as to filter web content, to go around restrictions such as parental blocks, to screen downloads and uploads and to provide anonymity when surfing the internet.

**Why Should I need a VPN or Proxy?**

It is good to have a VPN or a proxy running so that you have a secure connection online and so you can have anonymity! You can should make your own VPN or pay for VPS servers if you want top end security and privacy. Some VPN companies can have low encryption or they have logs so you want to choose the best option out there. You should get a AES-256 encryption VPN with no logs!

**How to make my own VPN?**

It can take some time to make your own VPN and it can take some money spending as well. If you want less work then you should just make your own VPS by buying strong servers but that can become very costly! Here is a link to a tutorial on how to make a VPN!

**VPN Making Tutorial**

[**https://www.youtubHYPERLINK "https://www.youtube.com/watch?v=IR\_WR-3a9zY"e.com/watch?v=IR\_WR-3a9zY**](https://www.youtube.com/watch?v=IR_WR-3a9zY)

**The Top VPN Providers to Choose From!**

**#1 PureVPN -** [**https://www.purevpn.com/**](https://www.purevpn.com/)

**#2 PIA -** [**https://www.privateinternetaccess.com/**](https://www.privateinternetaccess.com/)

**#3 IPVanish -** [**https://www.ipvanish.com/**](https://www.ipvanish.com/)

**(This is just my opinion but please read the Terms of Service and Features of each VPN before paying!)**

**Proxy Websites/Sources**

[**http://www.eliteproxyswitcher.com/buyproxy.php**](http://www.eliteproxyswitcher.com/buyproxy.php)

[**https://torguard.net/anonymousbittorrentproxy.php**](https://torguard.net/anonymousbittorrentproxy.php)

[**https://www.hideHYPERLINK "https://www.hidemyass.com/proxy"myass.com/proxy**](https://www.hidemyass.com/proxy)

[**http://www.proxifier.com/**](http://www.proxifier.com/) **(This sotfware is great for making a Proxy Chain!)**

**Proxychains**

**What is a Proxy Chain?**

A proxy chain is a chain or a list of proxies that you use to run a very secure but slow connection. People mainly use a proxy chain for staying anonymous and safe from hackers, the government, and others. Proxy chains usually have up to 6-8 proxies or even more!

**How to setup a Proxy Chain!**

[**https://www.youtube.com/watch?v=M\_nlBAOGMLI**](https://www.youtube.com/watch?v=M_nlBAOGMLI)

**(I would strongly recommend out of any of these option to just go with a VPS and pay for strong and DDoS protected servers!)**

**Tor Project**

**What is Tor?**

Tor is free software and an open network that helps you defend against traffic analysis, a form of network surveillance that threatens personal freedom and privacy, confidential business activities and relationships, and state security.

**How to use Tor?**

Tor can actually be dangerous even with your IP jumping through multiple tunnels. It is extremely important to have a bridged connection and to disable certain things. Make sure to turn on **Forbid Scripts Globally** and turn **Privacy and Security on to the highest level!** There is a lot of things to change if you want better and higher security for yourself but it is up to you on your type of setup.

**Tor Download**

[**https://www.torproject.org/**](https://www.torproject.org/)

**Best Guide Ever to Staying Safe & Anonymous on Tor!**

[**https://www.youtube.com/watch?v=T8dEn1Bbt28**](https://www.youtube.com/watch?v=T8dEn1Bbt28)

**How to Spoof Calls, Text Messages, & Emails**

**What does it mean to spoof something?**

The word "spoof" means to hoax, trick, or deceive. Therefore, in the [IT](http://techterms.com/definition/it) world, spoofing refers tricking or deceiving computer systems or other computer users. This is typically done by hiding one's identity or faking the identity of another user on the Internet.

**Spoofing Calls**

Making spoof calls can be hard for most because getting caught is the hard part when making that call. Just using \*67 and calling a number may seem enough but isn’t since law enforcement can trace back those calls. You need to use apps to make anonymous and hard to trace calls. You can use prank calling apps or Google Hangouts while using a VPN. I would strongly prefer using Skype though even though Skype logs your IP and stores almost everything that you do because Skype doesn’t use landlines like Sprint, Verizon, etc. This makes it a lot harder to trace the calls back. You have to pay for Skype credits which is $20 for the year plan. You must also pay with the Skype credits using cash only and not your credit card since the payment can be traced and used against you later on. You then must make sure all the skype information about you is fake like the email, name, etc. Make sure to always use a VPN when signing into Skype and placing calls. You can use ClownFish which is a free voice changer or you can pay for a professional voice changer. Now all you have to do is place a call with the voice changer on along with the VPN and I promise you that your call will be nearly impossible to trace back no matter who tries to find you through the call. The only thing that you have against you is using your own house wifi with your PC, but that's why you use places like Starbucks to make the calls with your vpn on. I am not telling you this to promote BlackHat/illegal activities at all. I am telling you this information to show you how these calls never get traced back to the caller. Many swatting cases and other situations have been shown where no one was ever caught. In all though I seriously do not permit any illegal acts at all!

**Spoofing Text Messages**

When you send spoofed text messages the hardest thing to make sure is that the target can’t trace the number or server back to anything at all. You can use websites to send one or multiple text messages but the only bad thing is this can sometimes be traced back to you. The victim might look at who sent the text of whatever you said and if the website name is viewable then that leads to the website which leads to you. So again Skype would be the top thing to use for spoofed messages. You can pay $20 for Skype credits towards sms sending which is very cheap. Your number will be spoofed and if traced back then they will see the number is a VOIP number which leds anyone nowhere to finding you. The country and state will also be spoofed so if someone tries to use doxing techniques and they find the number location then it will be somewhere where you aren’t. For example, if you live in the UK but you pay for a skype number you can set it to where the location of the number shows Georgia or something.

**Spoofing Emails**

Making a spoofed email can be hard since it is very unlikely that the target will read your email. Whenever you send an email that is spoofed the message will most likely end up in target’s spam bin. I really haven’t seen much of an email providing service that does spoofs where someone receives the message in their inbox. I will have sources down below that will help you in hiding your true identity within sending emails and etc.

**Spoofing Calling Iphone Apps**

**Caller-ID**

**Caller Voice Changer - IntCall**

**Burner - Free Phone Number (This app does its job and has really good reviews!)**

**Spoof Calling Sources**

[**https://bitphone.net/Home/Phone**](https://bitphone.net/Home/Phone)

[**https://www.skype.com/en/**](https://www.skype.com/en/)

**Spoof Texting Websites**

[**http://www.icyhackz.net/index.php**](http://www.icyhackz.net/index.php)

[**http://www.sendanonymoussms.com/**](http://www.sendanonymoussms.com/)

[**http://wHYPERLINK "http://www.destructingmessage.com/"ww.destructingmessage.com/**](http://www.destructingmessage.com/)

**Spoof Texting Sources**

[**https://www.skype.com/en/**](https://www.skype.com/en/)

**Spoof Email Sources**

<https://emkei.cz/>

<http://www.anonymailer.net/>

<http://www.sendanonymousemail.net/>